СПРАВКА 
о проведенных мероприятиях по  информационной безопасности, цифровой грамотности  и повышению медиаграмотности 
в 2024-2025 учебном году
Важным требованием обеспечения деятельности образовательной организации является поддержание высокого уровня информационной безопасности. Помимо защиты информации, важно оградить учащихся от любых проявлений пропаганды и манипуляций.
С 2022 года школа подключена к интернету через единую сеть передачи данных (ЕСПД). Это снимает задачу организации контентной фильтрации и детального мониторинга ресурсов. ЕСПД также блокирует доступ к популярным социальным сетям.
С технико-технологической точки зрения защита от противоправного контента предполагает использование лицензионного программного обеспечения, в том числе программ, обеспечивающих антивирусную защиту.
В образовательном процессе используется:
• 2 компьютерных класса;
30 ноутбуков по программе ЦОС.
 	В образовательном процессе используется 108 компьютеров, 20 мультимедийных
установок. Все подключены к сети «Интернет».   
 Скорость Интернет составляет  50 Мбит/с.
В соответствии с Планами по информационной безопасности были организованы и проведены мероприятия в сфере информационной безопасности и цифровой грамотности для детей, родителей (законных представителей) и работников ОО.
Проведены медиауроки  по темам «Информационная безопасность».
На родительских собраниях систематически сообщалось, что необходимо установить на всех устройствах, которыми пользуются несовершеннолетние, программы «Родительский контроль», а также освещаются темы «Информационной безопасности», с которыми можно столкнуться в Интернет-пространстве или в социальных сетях.  
В течение учебного года во всех классах проходят классные часы по информационной безопасности на различные темы: «Моя безопасность в сети Интернет», «Путешествие в страну Интернетию», «Интернет – друг или враг?», «Я реальный, я виртуальный», «Интернет как средство саморазвития», «Безопасное поведение в социальных сетях» с использованием контента просветительского проекта «Цифровой ликбез», Урок-беседа «Агрессия в Интернете: троллинг и кибербулинг», «Защита личных данных в Интернет», «Интернет-мошенничество», «Интернет» и повышения медиаграмотности», «Формирование информационной культуры и безопасности», «Телефонные мошеничества», «Интернет среди нас», «Безопасность и мобильный телефон», «Безопасность при работе в Интернете», «Я и мои друзья в интернете», «Правила работы в сети», «Правила этикета в Интернете», «Я и мои виртуальные друзья», «Интернет в моей семье», «Интернет и мое здоровье», «Интернет в современной школе», «Опасности в Интернете», «Остерегайся мошенничества в Интернете», «Пароль – надежная защита», «Сетевой этикет», «Компьютер – друг или враг?», «Опасность социальных сетей». «Игромания – опасная болезнь», «Интернет и моя будущая профессия» и другие. 
На официальном сайте имеется раздел «Информационной безопасности», где размещена следующая информация: горячие линии и электронные приемные; регуляторы в сфере информационной безопасности; законодательство по информационной безопасности; библиотека ресурсов по информационной безопасности для администраторов, педагогов, родителей и учеников; планы по информационной; отчеты и документы по информационной безопасности.
Обучение детей основам информационной безопасности проводится в рамках урочной и внеурочной деятельности на уроках информатики или внеурочных занятиях. 
В течение учебного года обучающиеся, педагоги приняли и принимают участие в проведении всероссийского образовательно проекта «Урок Цифры». 
Педагогические работники были ознакомлены с актуальными локальными нормативными актами в сфере обеспечения информационной безопасности обучающихся, с актуальными федеральными и региональными законами, письмами органов власти и другими нормативно-правовыми документами, регламентирующими обеспечение информационной безопасности несовершеннолетних, с методическими рекомендациями, информацией о мероприятиях, проектах и программах, направленных на повышение информационной грамотности педагогических работников и с Интернет-ресурсами для педагогических работников, актуальной литературой и информацией, направленной на повышение  информационной грамотности педагогических работников, а также с необходимой литературой и информацией для работы с детьми и их родителями (законными представителями), направленной на обеспечение информационной безопасности обучающихся в интернете».

С родителями обучающихся систематически проводятся беседы по информационной безопасности на уроках информатики, также информируют учащихся и родителей о существовании общероссийского детского телефона доверия с единым номером (8-800-2000-122), проводятся консультирования педагогами родителей обучающихся по вопросам профилактики компьютерной зависимости у детей и другим вопросам безопасного поведения в сети Интернет.

